
1. Authentication
To perform a non-anonymous call on Quatrix API, a client application should obtain a session token. Session token is than used to authorize user making 
API calls.

Session token is valid/active during certain period of time (15 min) since last API action. If there were no activity during that period session token is expired 
and user has to obtain a new one.

Failed login returns 401 HTTP error.
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